**Job Description: Senior Information Assurance Security Specialist, Port Hueneme, CA.**

We are looking for an Information Assurance Security Specialist whom can work with a team to secure the Navy Expeditionary Combat Command (NECC) network and systems at the Expeditionary Service Support Centers (ESSC) located in Construction Battalion Centers Port Hueneme, CA. Prior Military Tactical Telecommunications experience is desirable.

**General Duties:** Assists in developing and maintaining knowledge base on changing IA policies, threat, and technology landscapes to continually maintain security NECC networks and systems throughout the organization.

- Experience with Nessus cyber/network scanning software or similar software

- Travel may occur 1 – 2 times a year to Hawaii, Japan or Guam

**Skills:**

* Host-based Security Software
* Understand network/systems design with Security Design built in
* Configuring and monitoring network attached security appliances and products to include Firewalls and other IDS/IPS products on a large enterprise network.
* Comply with enterprise information assurance and security standards.
* Implement information assurance/security standards and procedures.
* Identifies, reports, and resolves security violations.
* Establishes and satisfies information assurance and security requirements based upon the analysis of user, policy, regulatory, and resource demands.
* Performs analysis, design, and development of security features for system architectures.
* Implements solutions that meet security requirements.
* Provides integration and implementation of the computer system security solutions.
* Performs vulnerability/risk analyses of NECC network, computers and applications
* Experience with applying DISA STIGs
* 3+ years of experience with IT, including at least one of the following areas: vulnerability scanning, such as the use of ACAS and VRAM, HBSS, boundary security, network security, and DNS

**Preferred Requirements:**

* 3 years’ experience
* Prior Military Tactical Telecommunications or System Administration experience is desirable.

**Mandatory Requirements:**

* U.S. citizenship certifications.
* Active TOP SECRET or SECRET security clearance.
* CompTIA Security+ CE or the equivalent 8570 certifications

Ka’ala Systems Technology Corp. (KST) is an Equal Opportunity Employer. KST is a Veteran Owned Business. We do not and will not discriminate in employment and personnel practices based on race, sex, age, disability, veteran status, religion, national origin or any other basis prohibited by applicable law. Offers for employment are contingent upon contract award.